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First, pause and re-think the Data Act. 
Next, ensure subsequent data-sharing 
frameworks align 

 

The European Commission’s upcoming Digital Finance package 

expected in mid-2023 comes at a time when the EU institutions are still 

negotiating the problematic Data Act. This package may define 

important provisions for the future of finance and payments. An Open 

Finance Framework (OFF) may introduce new sectorial data-sharing 

provisions. The review of the PSD2 could lead to regulatory changes 

including on mechanisms through which payment data is accessed and 

shared, and how Europeans pay for goods and services online in an 

easy and secure manner.  

The OFF and the PSD3 will likely build on the still to be defined Data 

Act as the horizontal data-sharing framework. Therefore, it is crucial to 

get the Data Act right as a baseline to ensure upcoming sectorial 

legislation will help the financial sector reap benefits from data sharing. 

The Data Act should be paused and rethought, to ensure proper 

consideration is given to sufficiently safeguard trade secrets, 

cybersecurity, and health and safety in business-to-business data-

sharing provisions. In any case, regardless of the final form the Data 

Act takes, regulatory coherence must be ensured between the three 

pieces of law.  

If poorly designed, the upcoming digital finance package could lead to 

legal uncertainty and slow down the digitalisation of payments and 

financial services more broadly in Europe. This digital transformation of 

financial services is key as it has the potential to deliver a more 

inclusive, green, prosperous, and secure Europe. For the average 

citizen, a successful and well-functioning digital finance ecosystem 

could include recognising financial scams, paying for goods instantly 

and safely, seamlessly paying and splitting bills, building transaction 

histories, obtaining loans, and ensured cybersecurity. Amid these 

opportunities, all market players should be allowed to compete to 

provide innovative solutions and users enabled to share data with any 

third party of their choice. 

http://bit.ly/2X8pBZz
http://www.digitaleurope.org/


2  
 

 

 
 

 
 

DIGITALEUROPE has identified three specific areas where regulatory 

alignment is critical. 

 

 Compensation  

Building the infrastructure to enable data sharing requires innovation 

and significant continuous long-term investment. A key incentive for 

firms to do so will be reasonable returns on their investment. To this 

end, it is essential that the Data Act and the OFF align in providing consistent 

compensation provisions for data holders of all sizes. In this light, the Data 

Act’s Article 9(3) is problematic and unjustified. Allowing other EU law to 

reduce or eliminate compensation in sectoral frameworks risks creating 

significant inconsistencies and leading to market asymmetries. While Europe 

is still working to grow its bourgeoning data sharing ecosystem, any 

compensation scheme should be based on market value to incentivise, and 

not stifle, innovation. Furthermore, compensation should be allowed to extend 

beyond setting up and maintaining the infrastructure to make data available, 

recognising the many different legal, organisational, technological, and 

physical steps needed to make this happen. 

 

 Standardisation  

A lack of alignment of standards will reduce the benefits that stem from 

data sharing and therefore, the benefits for citizens. A more standardised 

approach, notably through a common standard for APIs (in the case of the 

OFF) or at the very least common minimal requirements, is required to foster 

security and interoperability over existing methods such as screen scraping. 

Market-driven standardisation must be promoted to address well-documented 

technical obstacles to data reuse. Chapter VIII of the Data Act should be 

based on existing work at the level of international and European 

standardisation organisations. It should acknowledge the work done in the 

context of PSD2 as the EU’s first data sharing framework. Non-mandatory 

guidelines from the European Commission could help reach a market-led 

standard that takes such previous regulatory frameworks into account. 

 

 Liability  

There should be clarity and consistency when regulating on liability 
across the Data Act, the OFF and the PSD3. It will be key to communicate 
liability provisions clearly to customers so as to protect their data. In addition, 
they should take into account the existing liability framework concerning data 
misuse in the GDPR. 

Liability frameworks, fairly allocating liability, should be aligned and 

homogenous across legislations – e.g. to ensure the same legal criteria are 
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applied to determine third party data misuse. To the extent possible, they 

should be alike. Furthermore, such liability frameworks should be 

accompanied by dispute resolution frameworks.   
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About DIGITALEUROPE 

DIGITALEUROPE is the leading trade association representing digitally transforming industries in 

Europe. We stand for a regulatory environment that enables European businesses and citizens to 

prosper from digital technologies. We wish Europe to grow, attract, and sustain the world’s best digital 

talents and technology companies. Together with our members, we shape the industry policy positions 

on all relevant legislative matters and contribute to the development and implementation of relevant EU 

policies, as well as international policies that have an impact on Europe's digital economy. Our 

membership represents over 45,000 businesses who operate and invest in Europe. It includes 102 

corporations which are global leaders in their field of activity, as well as 41 national trade associations 

from across Europe. 

 

DIGITALEUROPE 
Membership  

 

Corporate Members  

Accenture, Airbus, Applied Materials, Amazon, AMD, Apple, Arçelik, Arm, Assent, Autodesk, Avery 

Dennison, Banco Santander, Bayer, Bosch, Bose, Bristol-Myers Squibb, Brother, Canon, CaixaBank,  

Cisco, CyberArk, Danfoss, Dassault Systèmes, DATEV, Dell, Eaton, Epson, Ericsson, ESET, EY, 

Fujitsu, GlaxoSmithKline, Google, Graphcore, Hewlett Packard Enterprise, Hitachi, Honeywell, HP Inc., 

Huawei, ING, Intel, Johnson & Johnson, Johnson Controls International, Konica Minolta, Kry, Kyocera, 

Lenovo, Lexmark, LG Electronics, Mastercard, Meta, Microsoft, Mitsubishi Electric Europe, Motorola 

Solutions, MSD Europe, NEC, Nemetschek, NetApp, Nintendo, Nokia, Nvidia Ltd., Oki, OPPO, Oracle, 

Palo Alto Networks, Panasonic Europe, Pearson, Philips, Pioneer, Qualcomm, Red Hat, RELX, 

ResMed, Ricoh, Roche, Rockwell Automation, Samsung, SAP, SAS, Schneider Electric, Sharp 

Electronics, Siemens, Siemens Healthineers, Skillsoft, Sky CP, Sony, Sopra Steria, Swatch Group, 

Technicolor, Texas Instruments, TikTok, Toshiba, TP Vision, UnitedHealth Group, Visa, Vivo, VMware, 

Waymo, Workday, Xerox, Xiaomi, Zoom. 

National Trade Associations  

Austria: IOÖ 

Belgium: AGORIA 

Croatia: Croatian  

Chamber of Economy 

Cyprus: CITEA 

Czech Republic: AAVIT 

Denmark: DI Digital, IT 

BRANCHEN, Dansk Erhverv 

Estonia: ITL 

Finland: TIF 

France: AFNUM, SECIMAVI,  

numeum 

Germany: bitkom, ZVEI 

Greece: SEPE 

Hungary: IVSZ 

Ireland: Technology Ireland 

Italy: Anitec-Assinform 

Lithuania: Infobalt 

Luxembourg: APSI 

Moldova: ATIC 

Netherlands: NLdigital, FIAR 

Norway: Abelia  

Poland: KIGEIT, PIIT, ZIPSEE 

Portugal: AGEFE 

Romania: ANIS 

Slovakia: ITAS 

Slovenia: ICT Association of 

Slovenia at CCIS 

Spain: Adigital, AMETIC 

Sweden: TechSverige,  

Teknikföretagen 

Switzerland: SWICO 

Turkey: Digital Turkey Platform, 

ECID 

Ukraine: IT Ukraine 

United Kingdom: techUK 

 


