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DIGITALEUROPE	welcomes	the	decision	of	the	European	Commission	
to	 beef	 up	 cybersecurity	 and	 recognises	 that	 joint	 efforts	 are	
necessary	to	address	cybercrime	with	no	delay	

Brussels,	13	September	2017	

	
 

DIGITALEUROPE	welcomes	the	strong	push	for	cybersecurity	made	by	President	Juncker	in	his	State-of-
the-Union	speech	at	the	European	Parliament	today,	as	well	as	the	cybersecurity	plans	outlined	by	the	
European	Commission.		As	President	Juncker	rightly	highlighted,	“last	year	alone	there	were	more	than	
4,000	ransomware	attacks	per	day	and	80%	of	European	companies	experienced	at	 least	one	cyber-
security	incident”	
		
Cecilia	 Bonefeld-Dahl,	 Director-General	 of	 DIGITALEUROPE,	 said:	 “We	welcome	 the	 decision	 of	 the	
European	Commission	 to	beef	up	 cybersecurity	 and	 to	 recognize	 that	 joint	 efforts	 are	necessary	 to	
address	 cybercrime	with	no	delay.	Cybersecurity	 knows	no	borders	and	must	be	 tackled	as	 soon	as	
possible.	The	EU	loses	an	average	of	0,4%	of	GDP	from	cybercrime,	and	cybercrime	prevent	SMEs	to	
develop”.	
		
She	added:	“In	the	connected	society,	Cyber	security	 is	at	the	heart	of	policy	makers	duties.	The	EU	
institutions	must	beef	up	cybersecurity	in	close	collaboration	with	the	private	sector.	It	is	our	common	
responsibility	to	build	a	safe	cyber	environment	where	citizens	and	business	can	live,	operate	and	grow	
safely.	European	Countries	must	work	together	to	make	a	sound	and	secure	digital	growth.”	
		
In	the	spirit	of	shaping	the	right	EU	framework	for	cybersecurity,	DIGITALEUROPE	also	highlights	that:	
		

• EU	should	have	a	high	focus	on	improving	security	skills	all	levels	of	society,	business	and	public	
sector	

• Europe	 cannot	 afford	 for	 the	 implementation	 of	 the	 NIS	 Directive	 to	 be	 fragmented.		
Expectations	 in	 terms	 of	 security	 requirements	 for	 Digital	 Service	 Providers	 need	 to	 be	
harmonized	across	the	Member	States.	

• The	industry	welcomes	the	Commissions	effort	in	reviewing	obstacles	to	criminal	investigations	
on	cybercrime,	notably	on	issues	of	access	to	electronic	evidence	across	borders.	However,	any	
potential	 solutions	 should	 in	no	way	 lead	 to	a	 requirement	 for	a	 service	provider	 to	 reverse	
engineer,	provide	back	doors	or	any	other	technology	mandates	to	weaken	the	security	of	its	
service.	Such	measures	would	only	lead	to	a	weakening	of	data	security	and	privacy	of	the	entire	
digital	ecosystem	
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For	more	information	please	contact:		
Lionel	Sola,	Director	of	Communications	and	Political	Outreach	
+32	492	25	84	32	or	lionel.sola@digitaleurope.org	
	
Rasmus	Theede,	Director	of	Policy		
+45	29	90	80	30	or	rasmus.theede@digitaleurope.org	
	
	

ABOUT	DIGITALEUROPE		
DIGITALEUROPE	represents	the	digital	technology	industry	in	Europe.	Our	members	include	some	of	the	world's	largest	IT,	
telecoms	and	consumer	electronics	companies	and	national	associations	from	every	part	of	Europe.	DIGITALEUROPE	wants	
European	businesses	and	citizens	to	benefit	fully	from	digital	technologies	and	for	Europe	to	grow,	attract	and	sustain	the	
world's	 best	 digital	 technology	 companies.	 DIGITALEUROPE	 ensures	 industry	 participation	 in	 the	 development	 and	
implementation	of	EU	policies.	

DIGITALEUROPE’s	members	include	in	total	25,000	ICT	Companies	in	Europe	represented	by	61	corporate	members	and	37	
national	trade	associations	from	across	Europe.	Our	website	provides	further	information	on	our	recent	news	and	activities:	
http://www.digitaleurope.org			

	

DIGITALEUROPE	MEMBERSHIP	
Corporate	Members		

Adobe,	 Airbus,	 Amazon,	 AMD,	 Apple,	 BlackBerry,	 Bose,	 Brother,	 CA	 Technologies,	 Canon,	 Cisco,	 Dell,	 Dropbox,	 Epson,	
Ericsson,	 Fujitsu,	 Google,	 Hewlett	 Packard	 Enterprise,	 Hitachi,	 HP	 Inc.,	 Huawei,	 IBM,	 Intel,	 JVC	 Kenwood	Group,	 Konica	
Minolta,	 Kyocera,	 Lenovo,	 Lexmark,	 LG	 Electronics,	 Loewe,	 Microsoft,	 Mitsubishi	 Electric	 Europe,	 Motorola	 Solutions,		
MSD	Europe	Inc.,	NEC,	Nokia,	Nvidia	Ltd.,	Océ,	Oki,	Oracle,	Panasonic	Europe,	Philips,	Pioneer,	Qualcomm,	Ricoh	Europe	PLC,	
Samsung,	 SAP,	 SAS,	 Schneider	 Electric,	 Sharp	 Electronics,	 Siemens,	 Sony,	 Swatch	 Group,	 Tata	 Consultancy	 Services,	
Technicolor,	Texas	Instruments,	Toshiba,	TP	Vision,	VMware,	Western	Digital,	Xerox,	Zebra	Technologies.	

National	Trade	Associations		

Austria:	IOÖ	
Belarus:	INFOPARK	
Belgium:	AGORIA	
Bulgaria:	BAIT	
Cyprus:	CITEA	
Denmark:	DI	Digital,	IT-BRANCHEN	
Estonia:	ITL	
Finland:	TIF	
France:	AFNUM,	Force	Numérique,	
Tech	in	France		

Germany:	BITKOM,	ZVEI	
Greece:	SEPE	
Hungary:	IVSZ	
Ireland:	TECHNOLOGY	IRELAND	
Italy:	ANITEC	
Lithuania:	INFOBALT	
Netherlands:	Nederland	ICT,	FIAR		
Poland:	KIGEIT,	PIIT,	ZIPSEE	
Portugal:	AGEFE	
Romania:	ANIS,	APDETIC	

Slovakia:	ITAS	
Slovenia:	GZS	
Spain:	AMETIC	
Sweden:	Foreningen	
Teknikföretagen	i	Sverige,	
IT&Telekomföretagen	
Switzerland:	SWICO	
Turkey:	Digital	Turkey	Platform,	ECID	
Ukraine:	IT	UKRAINE	
United	Kingdom:	techUK			

	


